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* Policy manager handles the intra, inter layer dependency. regard to this here we proposed an architecture that performs in two levels. Out of these two levels one 1s offline model and other works on online

mode of the SDN. Through the empirical outcomes of the Rule Analyzer, the projected log analysis technique can effectively enhance the execution

A simulation model of the SDN will be devised by using

, , efficiency for working with dynamic log data.
SDNsim API. Further a SDN packet generator will be

devised that is compatible to SDNsim. The cross layered The experiments evident that the model devised to analyze SDN transactions 1s scalable and robust, which 1s due to its core strategy of SDN layer

firewall and policy manager will be implemented and tested level analysis of the transaction against policy rules. This work would motivate further research such that auto policy framing under the knowledge

on simulation model of the SDN.
obtained from the current activities of the SDN transaction evaluation.
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